Unified User Authentication in heterogeneous Windows, Linux and Unix environments

You manage a heterogeneous workstation environment with Windows and Unix/Linux computers. By implementing a unified user administration for your various operating systems, you can significantly reduce your administration time. Integrate your Unix/Linux workstations into the Active Directory environment of your Windows network and administrate all your users from there. Together, we will find a way to implement a unified user authentication solution that suits your technical and organizational parameters.

The advantages of using sc

- **specific knowledge of the source and target systems in a migration**
- **conceptual design for your technical and organisational parameters**
- **integration of operational requirements in the solution concept**

What we can do for you

We offer you comprehensive services on your way to unified user authentication in your heterogeneous network:
- Consulting and evaluation
- Studies and concepts
- Implementation of the solution
- Operation of the environment
- Training and workshops

Solutions

According to your requirements, we design a customized solution tailored to your demands:
- Unix/Linux integration in Active Directory
- LDAP/Kerberos based single sign on
- "Same user, same password"-solution

Our Expertise

We have many years of experience designing and running heterogeneous Windows, Linux and Unix computing environments.

Therefore, we will deliver an efficient solution customized to your specific needs.

Alongside the various operating systems, our expertise also includes knowledge about the source and target systems of a possible migration: NIS, Active Directory, LDAP, Kerberos, Samba etc. In addition, we maintain good contacts with the leading software producers and the open source community.